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Reichmuth & Co information brochure 

This information brochure informs you about Reichmuth & Co (hereinafter referred to as the “Bank”) in accordance 

with the Swiss Financial Services Act. This will give you an overview of the investment business, our client segmenta-

tion, the financial services we offer, associated risks, how to deal with conflicts of interest, initiating mediation pro-

ceedings before the ombudsman and our General Terms and Conditions, Safe Custody Regulations, etc. You can find 

the latest version of this brochure on our website: www.reichmuthco.ch. 
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1. General 

1.1  Information about the Bank 

1.1.1   Name and address of the Bank 

Reichmuth & Co Reichmuth & Co Reichmuth & Co 

Private Bankers Private Bankers  Private Bankers 

Rütligasse 1 Tödistrasse 63 Schmiedgasse 28 

CH-6003 Lucerne CH-8002 Zurich CH-9004 St. Gallen 

T +41 41 249 49 49 T +41 44 299 49 49 T +41 71 226 53 53 

 

welcome@reichmuthco.ch 

www.reichmuthco.ch 

Company-/VAT-Nr. CHE-108.396.989 

1.1.2   Field of activity 

Reichmuth & Co Private Bankers is an owner-managed 

family company run by general partners with unlimited li-

ability. The youngest private bank in Switzerland is head-

quartered in Lucerne with branches in Zurich and 

St. Gallen. It offers its clients various banking and finan-

cial services with a focus on integrated asset manage-

ment, innovative retirement solutions in the non-manda-

tory segment as well as niche products in the area of in-

frastructure investments. 

1.1.3   Supervisory status and competent authority 

The Bank is licensed in accordance with Article 3 of the 

Federal Act on Banks and Savings Banks, which was is-

sued by the competent supervisory authority – the Swiss 

Financial Market Supervisory Authority FINMA, Laupen-

strasse 27, 3003 Berne. 

1.1.4   Economic ties to third parties 

The Bank has economic ties with third parties which 

could lead to a conflict of interest. The Bank has taken a 

number of organisational and administrative measures to 

avoid and manage this conflict of interest. For further in-

formation, please refer to section 7. 

1.1.5   Market supply 

The market supply considered when selecting financial 

instruments includes the Bank’s own and third-party fi-

nancial instruments. For further information, refer to the 

separate “Execution principles” section, which you can 

consult in the client information in the Appendix. 

1.2  Client segmentation 

The Bank segments its clients as private clients, profes-

sional clients or institutional clients. Clients are assigned 

to a segment on the basis of the entire business relation-

ship with the client and this is set down in writing. 

Clients who are neither professional clients nor institu-

tional clients are classified as private clients by the bank. 

Private clients enjoy a higher level of protection than pro-

fessional and institutional clients. Private clients may 

qualify as professional clients under certain conditions, in 

which case the protection regulations for private clients 

will no longer apply. 

Clients are classified as professional clients provided 

they meet the relevant requirements and are not classi-

fied as institutional clients. Upon request, professional 

clients can be classified as private clients. 

Clients are classified as institutional if they meet the rele-

vant requirements. Upon request, institutional clients can 

be classified as professional clients or private clients. 

2. Our financial services 

2.1  Asset management 

Key features and functioning 

Asset management involves the management of assets 

which clients deposit with the Bank to be managed on 

their behalf, their account and at their risk. The Bank ex-

ecutes transactions at its own discretion and without con-

sulting the client. The Bank ensures that the transaction 

executed corresponds to the client’s financial circum-

stances and investment objectives or to the investment 

strategy agreed with the client and ensures that the port-

folio structure is suitable for the client. 

Rights and duties 

Within asset management, clients have the right to man-

age the assets in their securities portfolio. The Bank se-

lects the investments to be included in the securities 

portfolio with due care within the scope of the market 

supply as specified under section 1.1.5. The Bank guar-

antees an appropriate distribution of risk to the extent 

permitted by the investment strategy. It regularly moni-

tors the assets it manages and ensures that the invest-

ments comply with the investment strategy agreed in the 

investor profile and are suitable for the client. 

The Bank regularly informs the client about the composi-

tion, valuation and changes in the securities portfolio as 

well as the costs associated with executed orders. 

Risks 

Within asset management, the following risks generally 

arise, which lie within the client’s sphere of risk and are 

therefore borne by them: 

• Maintenance of assets risk or the risk that the value of 

the financial instruments in the management portfolio 

will fall: this risk, which may vary depending on the fi-

nancial instrument, is fully borne by the client. For the 
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risks related to individual financial instruments, refer 

to the enclosed brochure “Risks Involved in Trading 

Financial Instruments” published by the Swiss Bank-

ers Association. 

• Information risk on the part of the Bank or the risk that 

the Bank has too little information to make an in-

formed investment decision: within asset manage-

ment, the Bank takes into account the client’s finan-

cial circumstances and investment objectives (suita-

bility test). If the client provides the Bank with insuffi-

cient or inaccurate information on their financial cir-

cumstances and/or investment objectives, there is a 

risk that the Bank may not be able to make invest-

ment decisions that are suitable for that client. 

Moreover, asset management involves risks which lie 

within the Bank’s sphere of risk (conflicts of interest, 

equal treatment, compliance with execution principles) 

and for which the Bank is liable to the client. The Bank 

has taken appropriate measures to counter these risks. 

2.2  Portfolio-related investment advice  

Key features and functioning 

In the context of portfolio-related investment advice, the 

Bank advises the client taking into account the advisory 

portfolio. For this purpose, the Bank ensures that the rec-

ommended transaction meets the client’s financial cir-

cumstances, investment objectives (suitability test), 

needs and the investment strategy agreed with them. 

The client then decides for themself the extent they wish 

to follow the Bank’s recommendations. 

Rights and duties 

In the case of portfolio-related investment advice, the cli-

ent is entitled to personal investment recommendations 

suitable for them. Portfolio-related investment advice is 

provided regularly and after consultation with the client in 

relation to financial instruments within the scope of the 

market supply as specified under section 1.1.5. In doing 

so, the Bank advises the client to the best of its 

knowledge and conscience and with the same care it 

would exercise in its own affairs. 

The Bank regularly checks whether the investment band-

widths of the advisory portfolio for portfolio-related invest-

ment advice correspond to the agreed investment strat-

egy. If it is established that there has been a deviation 

from the agreed investment bandwidths, the Bank rec-

ommends a corrective measure to the client. 

The Bank immediately informs the client of any material 

difficulties which could affect the correct processing of 

the order. The Bank also regularly informs the client 

about the composition, valuation and changes in the ad-

visory portfolio as well as the costs associated with exe-

cuted orders. 

Risks 

With respect to portfolio-related investment advice, the 

following risks generally arise, which lie within the client’s 

sphere of risk and are therefore borne by them: 

• Maintenance of assets risk or the risk that the value of 

the financial instruments in the advisory portfolio will 

fall: this risk, which may vary depending on the finan-

cial instrument, is fully borne by the client. For the 

risks related to individual financial instruments, refer 

to the enclosed brochure “Risks Involved in Trading 

Financial Instruments” published by the Swiss Bank-

ers Association. 

• Information risk on the part of the Bank or the risk that 

the Bank has too little information to make a suitable 

recommendation: when providing portfolio-related in-

vestment advice, the Bank takes into account the cli-

ent’s financial circumstances, investment objectives 

(suitability test) and needs. If the client provides the 

Bank with insufficient or inaccurate information on 

their financial circumstances, investment objectives or 

needs, there is a risk that the Bank may not be able to 

advise the client appropriately. 

• Information risk on the part of the client or the risk that 

the client has too little information to make an in-

formed investment decision: even where the Bank 

takes the client portfolio into account when providing 

portfolio-related investment advice, the client makes 

the investment decisions. This means the client will 

need specialist knowledge in order to understand the 

financial instruments. This creates the risk for the cli-

ent that they will not follow suitable investment recom-

mendations due to a lack of or insufficient financial 

knowledge. 

• The risk with regard to timing when placing an order 

or the risk that the client may place a buy or sell order 

too late following a consultation, which may lead to 

price losses: the recommendations made by the Bank 

are based on the market data available at the time of 

the consultation and are only valid for a short period 

as they are market dependent. 

• Risk of insufficient monitoring or the risk that the client 

does not monitor their advisory portfolio or monitors it 

inadequately: before discussing an investment recom-

mendation, the Bank reviews the composition of the 

advisory portfolio. Outside the advisory services, the 

Bank is at no time subject to any monitoring obligation 

with regard to the structuring of the advisory portfolio. 

Insufficient monitoring by the client can give rise to 

various risks, such as cluster risks. 

Moreover, portfolio-related investment advice involves 

risks which lie within the Bank’s sphere of risk (conflicts 
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of interest, equal treatment, compliance with execution 

principles) and for which the Bank is liable to the client. 

The Bank has taken appropriate measures to counter 

these risks. 

In the case of the risks per investment strategy, we refer 

to the comments under section 3 “Our investment strate-

gies”. 

2.3  Transaction-related investment advice 

Key features and functioning 

With providing its transaction-related investment advice, 

the Bank advises the client on individual transactions 

without taking the advisory portfolio into account. When 

providing advice, the Bank takes into account the client’s 

knowledge and experience (appropriateness) and on this 

basis, makes personal recommendations to the client to 

purchase, sell or hold financial instruments. The client 

then decides for themself the extent they wish to follow 

the Bank’s recommendations. The client is responsible 

for structuring their own advisory portfolio. The Bank 

does not review the composition of the transaction-re-

lated advisory portfolio and the suitability of a financial in-

strument for the client, i.e. whether a financial instrument 

meets the client’s investment objectives and financial cir-

cumstances.  

Rights and duties 

In the case of transaction-related investment advice, the 

client is entitled to personal investment recommenda-

tions. Transaction-related investment advice is provided 

regularly and after consultation with the client in relation 

to financial instruments within the scope of the market 

supply as specified under section 1.1.5. In doing so, the 

Bank advises the client to the best of its knowledge and 

conscience and with the same care it would exercise in 

its own affairs. 

The Bank immediately informs the client of any material 

circumstances which could affect the correct processing 

of the order. The Bank also regularly informs the client 

about the composition, valuation and changes in the ad-

visory portfolio as well as the costs associated with exe-

cuted orders. 

Risks 

With respect to transaction-related investment advice, 

the following risks generally arise, which lie within the cli-

ent’s sphere of risk and are therefore borne by them: 

• Maintenance of assets risk or the risk that the value of 

the financial instruments in the advisory portfolio will 

fall: this risk, which may vary depending on the finan-

cial instrument, is fully borne by the client. For the 

risks related to individual financial instruments, refer 

to the enclosed brochure “Risks Involved in Trading 

Financial Instruments” published by the Swiss Bank-

ers Association. 

• Information risk on the part of the Bank or the risk that 

the Bank has too little information to make a reasona-

ble recommendation: when providing transaction-re-

lated investment advice, the Bank takes into account 

the client’s knowledge, experience and needs. If the 

client provides the Bank with insufficient or inaccurate 

information on their knowledge, experience or needs, 

there is a risk that the Bank may not be able to advise 

that client appropriately.  

• Information risk on the part of the client or the risk that 

the client has too little information to make an in-

formed investment decision: when providing transac-

tion-related investment advice, the Bank does not 

take into account the composition of the advisory 

portfolio and does not conduct a suitability test in re-

spect of the client’s investment objectives and finan-

cial circumstances. This means the client will need 

specialist knowledge in order to understand the finan-

cial instruments. As a result, in the case of transac-

tion-related investment advice there is a risk for the 

client that, due to a lack of or insufficient financial 

knowledge, they will make investment decisions that 

do not correspond to their financial circumstances 

and/or investment objectives and are therefore not 

suitable for them. 

• The risk with regard to timing when placing an order 

or the risk that the client may place a buy or sell order 

too late following a consultation with the Bank, which 

may lead to price losses: The recommendations 

made by the Bank are based on the market data 

available at the time of the consultation and are only 

valid for a short period as they are market dependent. 

• Risk of insufficient monitoring or the risk that the client 

does not monitor their advisory portfolio or monitors it 

inadequately: at no time is the Bank under any obliga-

tion to monitor, advise, warn or clarify with regard to 

the structuring of the advisory portfolio. Insufficient 

monitoring by the client can give rise to various risks, 

such as cluster risks. 

Moreover, transaction-related investment advice involves 

risks which lie within the Bank’s sphere of risk (conflicts 

of interest, equal treatment, execution principles) and for 

which the Bank is liable to the client. The Bank has taken 

appropriate measures to counter these risks. 

2.4  Self-asset management 

Key features and functioning 

Self-asset management relates to financial services in-

volving purely the execution or transmission of client or-

ders. The Bank buys or sells financial instruments on be-

half of and for the account of its clients. Within self-asset 
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management, orders are initiated exclusively by the cli-

ent. No prior consultation is made with the Bank. This 

means the Bank does not assess the extent to which the 

transaction in question corresponds to the client’s 

knowledge and experience (appropriateness), financial 

circumstances and investment objectives (suitability). 

Rights and duties 

In the case of self-asset management, the client is enti-

tled to place orders to buy or sell financial instruments 

within the scope of the market supply as specified under 

section 1.1.5. The Bank is required to execute orders 

with the same care as it would exercise in its own affairs. 

The Bank immediately informs the client of any material 

circumstances which could affect the correct processing 

of the order. The Bank also regularly informs the client 

about the composition, valuation and changes in the 

portfolio as well as the costs associated with executed 

orders. 

Risks 

Within self-asset management, the following risks gener-

ally arise, which lie within the client’s sphere of risk and 

are therefore borne by them: 

• Maintenance of assets risk or the risk that the value of 

the financial instruments in the client custody account 

will fall: this risk, which may vary depending on the fi-

nancial instrument, is fully borne by the client. For the 

risks related to individual financial instruments, refer 

to the enclosed brochure “Risks Involved in Trading 

Financial Instruments” published by the Swiss Bank-

ers Association. 

• Information risk on the part of the client or the risk that 

the client has too little information to make an in-

formed investment decision: in the case of self-asset 

management, the client makes investment decisions 

without the Bank’s advice and recommendation. The 

client therefore needs expertise to understand the fi-

nancial instruments and time to deal with the financial 

markets. If the client does not have the necessary 

knowledge and experience, they run the risk of invest-

ing in a financial instrument that is inappropriate for 

them. A lack of or insufficient financial knowledge 

could also lead the client to make investment deci-

sions that do not correspond to their financial circum-

stances and/or investment objectives.  

• Risk with regard to timing when placing an order or 

the risk that the client chooses a bad time to place the 

order, which leads to price losses.  

• Risk of insufficient monitoring or the risk that the client 

does not monitor their portfolio or monitors it inade-

quately: the Bank is at no time required to monitor, 

warn or clarify. Insufficient monitoring by the client 

can give rise to various risks, such as cluster risks. 

Moreover, self-asset management involves risks which 

lie within the Bank’s sphere of risk (conflicts of interest, 

equal treatment, best execution) and for which the Bank 

is liable to the client. The Bank has taken appropriate 

measures to counter these risks. 

3.  Our investment strategies  

3.1  Income – safety and stable returns with the 

aim of preserving value 

Investors following the conservative Income investment 

strategy are looking for safety and stable returns with the 

aim of preserving value. The focus of the Income strat-

egy is on bonds supplemented with equities, real estate, 

gold and alternative investments. 

3.2  Balanced – balance between regular income 

and capital gains 

The aim of the Balanced investment strategy is to 

achieve a balance between income and capital gains. In 

return, investors deliberately accept higher risks in order 

to benefit from the financial markets (focus on stock mar-

kets). Regular income is generated with a focus on 

bonds, equities and real estate, while capital gains are 

produced by equities with good potential, alternative in-

vestments and gold, depending on the investment uni-

verse. 

3.3  Growth – growth-oriented asset allocation 

with the goal of achieving long-term value 

growth 

The Growth investment strategy aims to achieve a big, 

long-term increase in value. The focus of this strategy is 

on equities, complemented by other asset classes such 

as bonds, real estate, gold and alternative investments, 

which stabilise against the increased equity volatility 

risks. The strategy is suitable for investors with an appe-

tite for risk and a long-term investment horizon who are 

prepared to accept higher volatility 

The focus of this strategy is on equities, complemented 

by other asset classes such as bonds, real estate, gold 

and alternative investments, which stabilise against the 

increased equity volatility risks. 

4.  Our cost transparency 

You can view the costs and fees of the financial services 

we offer in our current Fee Schedule, which is given to 

you separately and can be requested from us at any 

time. 
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4.1  General 

The client is notified of fees in the mandate agreement 

and any individual cost as soon as they are charged and 

provided with a contract note in each case. A detailed 

statement of the costs charged is included in the portfolio 

extract. Not included are non-transparent costs such as 

currency spreads, management fees for funds and struc-

tured products, and interest margins on fixed-term de-

posits. Our relationship manager will be happy to inform 

you about the specific details on the basis of our Fee 

Schedule. 

4.2  Fee models offered  

We usually offer flat-rate all-in rates for our services. 

These are always tailored to your specific needs of 

course and can vary according to portfolio size or spe-

cific investment requirements. You can also choose indi-

vidual prices in conjunction with custodian fees or a per-

formance-based fee model. The fees are charged every 

six months and are based on the average portfolio value 

and also include liquidity. 

4.3  No double charging of fees 

If we invest for you within a mandate in one of your multi-

strategy, equity or multi-manager programs in the alter-

native sector, these investment funds are exempt from 

asset management and custody fee. The key factor for 

you is always performance after costs (net return): If a 

large part of the portfolio is invested in third-party invest-

ment funds, these additional external costs must be in-

cluded in fee comparisons. 

4.4  Compensation by and to third parties in par-

ticular 

The Bank does not accept any compensation from third 

parties within the scope of the provision of financial ser-

vices. If the Bank receives compensation from third par-

ties, it will pass this on in full to the client. 

5.  Our execution principles 

5.1  General  

This document contains a summary of the arrangements 

made to ensure that the bank obtains the best possible 

result for its clients when executing buy or sell orders for 

securities or other financial instruments. The execution 

principles are intended to ensure that clients’ interests 

are safeguarded in the long term. Clients who execute 

transactions through the Bank can rely on professional, 

fair and transparent services. 

5.2  Area of application 

The established principles for executing orders apply to 

the execution of orders which the client places with the 

Bank for the purpose of acquiring or selling securities or 

other financial instruments. The following principles also 

apply if financial instruments are acquired or sold for the 

account of the client in order to meet the obligations aris-

ing from asset management with the client. 

Execution in the sense of these execution principles 

means that, on the basis of the client’s order and for the 

account of the client, the Bank will execute a transaction 

(“commission transaction”) with another party on a regu-

lated market or outside a regulated market, or conclude a 

purchase contract for financial instruments (“fixed-price 

transaction”) with the client. The regulations in section 

5.5.2 apply to fixed-price transactions. 

5.3  Priority of client instructions 

Instructions take precedence over the order execution 

principles set out in this document and shall be executed 

by the Bank as far as possible. Upon an instruction being 

issued, the Bank shall, within the scope of the instruction, 

be exempt from the requirement to comply with the exe-

cution principles. The obligation to achieve the best pos-

sible result shall also be deemed to have been met in 

line with the issued instruction. 

Instructions regarding the trading currency 

The Bank shall take account of instructions issued by the 

client regarding the trading currency, provided the secu-

rity in question can be traded in the specified currency. 

Instructions regarding the order type 

Instructions can also be related to the mode of execution 

without the client’s specifying a specific place of execu-

tion. This applies in particular to discretionary orders (“IW 

orders”). These orders are characterised by the issuing 

of an order by the client to the Bank to process the secu-

rities order in several steps in line with the market situa-

tion. 

5.4  Selection criteria 

The Bank selects the execution venue in accordance 

with the Appendix “Trading venues” in such a way that 

the total price charged to the client, taking into account 

the indirect and direct costs of execution, in particular 

third-party fees, stock market fees and commissions, are 

the minimum for purchases and the maximum for sales. 

The selection criteria applied for this purpose are given 

below. The individual criteria are weighted according to 

the client’s specific circumstances and the order, the cur-

rent market situation and the type of financial instrument: 

• Probability of complete execution and settlement 

• Speed of complete execution and settlement 

• Security of settlement 
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• Scope and type of order 

• State of the market 

• All other relevant aspects 

 

5.5  Execution venues 

In accordance with the selection criteria in section 5.4, 

the Bank has defined the execution venues where best 

possible execution in the interests of the client can nor-

mally consistently be expected and listed them together 

as a component of the execution principles in the Appen-

dix “Trading venues”. Where an obvious benefit (or no 

disadvantage) is to be expected for the client, the order 

can be executed via a different trading venue or as a 

fixed-price transaction in accordance with section 5.5.2 

When selecting the execution venues, the Bank differen-

tiates between the following classes of financial instru-

ments: 

Equities 

The Bank generally executes equity orders in accord-

ance with the standard stock exchange principle. To this 

end, the Bank defines standard stock exchanges for 

each security. As a rule, this is the stock exchange of the 

country in which the company in question has its regis-

tered office. 

Interest-bearing securities 

Bonds listed on SIX Swiss Exchange are traded on SIX 

Swiss Exchange. Should there be insufficient market li-

quidity or if there are other reasons that would give rise 

to an obvious benefit for the client, the Bank shall con-

clude the execution transaction as an interbank trade 

with another bank or another financial services provider. 

Orders for all other bonds are also executed as part of in-

terbank trading. 

Certificates, warrants and financial derivatives 

Orders relating to certificates, warrants and financial de-

rivatives are usually executed on an exchange. If there is 

insufficient market liquidity or other grounds indicating an 

obvious advantage for the client, the Bank carries out the 

execution transaction in interbank trading, with the re-

spective issuer or with another trading partner offering to 

conclude transactions in the corresponding security 

(“market maker”). 

Foreign exchange forwards (spot, forward and swap 

transactions) 

Foreign exchange forwards (spot, forward and swap 

transactions) are concluded directly between the client 

and the Bank, possibly via an intermediate commission 

agent. Due to the individual structure of transactions and 

market practices, no other adequate execution venues 

exist. 

Funds 

The execution principles do not apply to the acquisition 

or sale of fund units. Fund subscriptions or redemptions 

are generally concluded directly or indirectly using a fund 

trading platform via the respective custodian bank at the 

net asset value. 

5.5.1   Trading via brokers 

If the Bank itself is not a member of a selected stock ex-

change, it shall forward the order to a broker for execu-

tion. The trading of client orders via a broker allows for 

the effective and cost-efficient execution and processing 

of securities and derivative transactions. The broker shall 

act in accordance with its own execution principles, 

which are available on request. 

5.5.2   Special features of fixed-price transactions 

The conclusion of a fixed-price transaction gives rise to a 

purchase or sale agreement between the Bank and the 

client. The Bank takes on financial instruments from the 

client as a buyer or delivers financial instruments to the 

client as a seller. If purchase or sale orders are executed 

as part of a fixed-price transaction, the Bank shall ensure 

that they are concluded at market conditions. To this 

end, quotes for the financial instrument in question are 

consolidated both on an on-exchange and over-the-

counter basis. Fixed-price transactions are executed 

over the counter, i.e. outside an organised market (stock 

exchange) and outside a multilateral trading system. 

5.5.3   Approval for over-the-counter execution 

Provided that it is stipulated under the Bank’s execution 

principles that over-the-counter execution is possible and 

beneficial, the client hereby agrees to the execution of 

orders outside an organised market and outside a multi-

lateral trading system. 

5.6  Deviation from the execution principles 

Should a client’s purchase or sale order differ signifi-

cantly from usual orders on the basis of its type and/or 

scope, the Bank can deviate from these principles in exe-

cuting the order in the interests of the client. This shall 

apply, in particular, in the case of large orders that can 

be traded in several steps over a certain period in order 

to ensure a minimal impact on price. The same applies in 

the event of extraordinary market conditions or market 

disruptions. 

5.7  Consolidation of orders 

At its own discretion but without any legal obligation to do 

so, the Bank can consolidate client orders, especially 
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those arising from asset management mandates, and 

trade them as a collective order. This ensures that all or-

ders consolidated in a collective order are booked at the 

same average price. 

5.8  Review of execution principles 

The Bank shall review these execution principles at ap-

propriate intervals and at least once a year, making 

changes where required. It shall also perform a review 

and, where necessary, make changes if there is evi-

dence that key criteria in favour of a certain trading 

venue no longer apply. The client shall allow the Bank to 

make changes to this effect on a unilateral basis. The 

Bank shall inform the client about any significant 

changes to the execution principles by providing access 

to the relevant up-to-date and valid version on its homep-

age. 

5.9  Trading venues 

Europe:  Athens Exchange / Bolsa de Madrid / 

Borsa Italiana / Börse Berlin / Börse 

Düsseldorf / Börse Frankfurt / Börse 

Hamburg / Börse Hannover / Börse 

München / Börse Stuttgart / Bourse de 

Luxembourg / BX Berne eXchange / 

Deutsche Börse Xetra / Euronext Am-

sterdam / Euronext Brussels / Euronext 

Lisbon / Euronext Paris / Irish Stock 

Exchange / London Stock Exchange / 

NASDAQ OMX Nordic Exchange 

Stockholm / NASDAQ OMX Nordic Ex-

change Copenhagen / NASDAQ OMX 

Nordic Ex-change Helsinki / Oslo Bors 

/ SIX Swiss Exchange / Wiener Börse 

Eastern Europe:  Prague Stock Exchange / Warsaw 

Stock Exchange 

North America:  NASDAQ / NYSE Arca / NYSE MKT / 

NYSE New / York Stock Exchange / 

OTC Bulletin Board / Toronto Stock Ex-

change / TSX Venture Exchange 

Asia:  Australian Securities Exchange / New 

Zealand Stock Market / Singapore Ex-

change / Stock Exchange of Hong 

Kong / Tokyo Stock Exchange 

Derivatives:  Eurex / CBOE / CME / London Stock 

Exchange Derivatives 

6.  Granting loans  

6.1  Key features and functioning 

The client takes out a loan with the Bank in order to fi-

nance transactions with financial instruments. This is typ-

ically the case for Lombard loans, although these loans 

can also be used for other financing purposes. In addi-

tion, other types of loan – such as mortgage loans and 

consumer loans – can also be used to execute transac-

tions with financial instruments. 

6.2  Rights and duties 

As a borrower, the client may use the loan amount made 

available to them to execute transactions with financial 

instruments. In return, the borrower undertakes to pay in-

terest on the loan amount at the agreed interest rate and 

to repay it together with all costs by maturity. If the loan 

amount is exceeded, an overdraft interest rate becomes 

payable. At the same time, the borrower is obliged to re-

pay the excess immediately. 

The client also undertakes to provide collateral for the 

loan. This is usually in the form of a financial instrument. 

However, other forms of collateral are also possible. 

6.3  Risks 

When granting loans for the execution of transactions 

with financial instruments, the following risks generally 

arise, which lie within the client’s sphere of risk and are 

therefore borne by them: 

• Impairment risk of credit-financed assets: the client 

must repay the loan amount, even if the credit-fi-

nanced investments lose value. For the risks related 

to individual financial instruments, refer to the en-

closed brochure “Risks Involved in Trading Financial 

Instruments” published by the Swiss Bankers Associ-

ation. 

• Impairment risk of collateral: the collateral provided by 

the client – generally financial instruments – remains 

the property of the client. Here too the client bears all 

the risks specific to the individual financial instru-

ments. For the risks related to individual financial in-

struments, refer to the enclosed brochure “Risks In-

volved in Trading Financial Instruments” published by 

the Swiss Bankers Association.  

• If the collateral – particularly the financial instruments 

– loses value, the client must provide additional collat-

eral or repay the loan amount to the corresponding 

extent. If the client fails to comply with these obliga-

tions within the deadline set by the Bank, the Bank 

may liquidate the collateral. Under certain circum-

stances, this can be performance at an unfavourable 

price and thus at a loss to the client. 
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7.  Conflicts of interest 

7.1  General 

Conflicts of interest may arise if the Bank: 

• can achieve a financial advantage for itself or avoid a 

financial loss owing to a breach of good faith at the 

expense of clients; 

• has an interest in the outcome of a financial service 

provided to the client that contradicts that of the client; 

• when providing financial service, has a financial or 

other incentive to place the interests of certain clients 

above those of other clients; or 

• receives an incentive in the form of financial or non-fi-

nancial benefits or services from a third party in 

breach of good faith in relation to a financial service 

provided to the client. 

Conflicts of interest may arise in connection with self-as-

set management, investment advice relating to transac-

tions or portfolios, asset management and the granting of 

loans to execute transactions with financial instruments. 

They arise in particular from the concurrence of: 

• several client orders;  

• client orders with the Bank’s own transactions or the 

Bank’s other interests, including companies affiliated 

with the Bank; or 

• client orders with transactions of the Bank’s employ-

ees. 

The Bank has issued internal directives and taken organ-

isational precautions to identify conflicts of interest and to 

avoid them prejudicing the client: 

• The Bank has established an independent control 

function which periodically monitor the Bank’s invest-

ment and employee transactions and compliance with 

market conduct rules. This means the Bank can avoid 

conflicts of interest through effective control and sanc-

tion measures.  

• The Bank shall comply with its recording, reporting 

and journal keeping obligations in respect of securi-

ties and derivatives transactions. 

• When executing orders, the Bank shall observe the 

priority principle, i.e. all orders are executed or for-

warded in the chronological order in which they are 

received. 

• The Bank shall establish confidentiality areas within 

the Bank and ensure personnel and physical separa-

tion of client and proprietary trading on the one hand 

and asset management/investment advice, lending, 

trading and settlement on the other. 

• The Bank requires its employees to report their man-

dates at other companies, cooperatives, associations, 

etc. 

• The Bank shall structure its remuneration policy in 

such a way that it does not create incentives for be-

haviour that is frowned upon. 

• The Bank regularly trains and develops its employees 

and provides them with the necessary specialist 

knowledge. 

• The Bank shall call upon and obtain approval from the 

control function in respect of matters which may give 

rise to conflicts of interest. 

7.2  Further information 

Your relationship manager will be happy to provide you 

with further information on possible conflicts of interest in 

connection with the services provided by the Bank and 

the precautions taken to protect clients. 

7.3  Ombudsman 

Your satisfaction is important to us. If, however, you are 

not satisfied with a service provided by the Bank or if the 

Bank has rejected a legal claim on your part, you can ini-

tiate a mediation procedure through the ombudsman. In 

such as case please contact the following: 

Swiss Banking Ombudsman 
Bahnhofplatz 9 
P.O. Box 

CH-8021 Zurich 

+41 43 266 14 14 (Deutsch / English) 

+41 21 311 29 83 (Français / Italiano) 

Telefax +41 43 266 14 15 

 

8.  Data protection declaration 

8.1  General 

The Bank also treats data protection in an open, trans-

parent and client-friendly manner. This data protection 

declaration is designed to inform you about how the 

Bank handles personal data. 

By “personal data” we mean all information that relates to 

a natural person. By “processing” we mean all handling 

of personal data, irrespective of the measures and proce-

dures employed, especially the collection, storage, utili-

sation, modification, disclosure, archiving and destruction 

of personal data. 

Additional provisions (e.g. the General Terms & Condi-

tions and the Conditions of Use) apply to certain types of 

data processing, e.g. when using applications such as e-

Connect offered by the Bank. These are available on our 

website or in paper form. 

8.1.1   General Terms and Conditions 

The provisions of the General Terms & Conditions 

(GTCs) contain general information about data protec-

tion, especially with regard to contractual performance. 
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8.1.2   Data security 

The Bank pledges to protect your privacy in accordance 

with the applicable legislation, in particular banking se-

crecy and the Data Protection Act. To this end, the Bank 

takes many measures, such as the implementation of 

technical and organisational security measures (e.g. the 

use of firewalls, personal passwords and encryption 

technology, access restriction, awareness training for 

staff and the appointment of a data protection adviser). 

8.2  Processing framework 

8.2.1   Personal data categories 

The Bank may process the following categories of per-

sonal data. In so doing, the Bank processes as much 

personal data as necessary and as little as possible. 

The Bank processes client data. By this we mean the fol-

lowing in particular: 

• Master and inventory data (e.g. name, address, date 

of birth, contract number and duration, account infor-

mation, deposits, completed transactions or about 

third parties such as spouses/partners, proxies and 

consultants who are also affected by data processing) 

• Transaction or order and risk management data (e.g. 

information about the recipients of transfers, recipient 

banks, information about investment products, risk 

and investment profiles) 

• Marketing data (e.g. needs, wishes and preferences) 

• Technical data (e.g. internal and external identifiers, 

transaction numbers, IP addresses, logged access or 

changes) 

The Bank processes data on interested parties and visi-

tors (i.e. visitors to web pages in particular). By this we 

mean the following in particular: 

• Master and inventory data (e.g. name, address, date 

of birth) 

• Technical data (e.g. internal and external identifiers, 

IP addresses, logged access or changes) 

• Marketing data (e.g. needs, wishes and preferences) 

 

8.2.2   Sources 

In order to fulfil its purposes described in section 8.2.4, 

the Bank may collect personal data from the following 

sources: 

• Personal data provided to us, e.g. within the frame-

work of the initiation of business relations, consul-

tancy meetings, for our products and services or on 

our website 

• Personal data that is generated through the use of 

products and services and which is transferred to us 

via the technical infrastructure or shared processes, 

e.g. the website, e-Connect, payment transactions, 

securities trading or collaboration with other financial 

or IT service providers or marketplaces and stock ex-

changes 

• Personal data from third-party sources, e.g. authori-

ties, other group companies or EU/UN sanction lists 

 

8.2.3   Storage duration 

The length of time for which personal data is stored is 

determined by the statutory retention obligations (de-

pending on the applicable legal basis) and/or the pur-

pose of the relevant data processing. 

8.2.4   Purposes 

The Bank may process the personal data described in 

section 8.2.1 for the provision of its own services as well 

as for its own or legally required purposes. By this we 

mean the following in particular: 

• Providing, handling and administering the products 

and services of a private bank (e.g. payments, billing, 

accounts, financing, financial planning, investment, 

shares, pensions, foundation, succession and insur-

ance, e-Connect) 

• Monitoring and managing risks, auditing, opening a 

business, timely conclusion of business transactions 

(e.g. fraud prevention, investment profiles, limits, mar-

ket, credit and operational risks) 

• Statutory or regulatory information or reporting obliga-

tions towards courts or authorities, fulfilling official di-

rectives (e.g. automatic information exchange with 

foreign tax authorities, arrangements relating to 

FINMA and cantonal public prosecutors in relation to 

money laundering and the funding of terrorism) 

• Defending the interests and securing the entitlements 

of the Bank in the event of claims against the Bank 

and/or its clients 

 

8.2.5   Categories of intended recipients and foreign 

 disclosure (cf. GTCs sections 9.12 a-b) 

The Bank only discloses client data to third parties in the 

following cases: 

• To fulfil contracts for the provision of products or ser-

vices, e.g. with service providers, stock exchanges or 

marketplaces, reporting specific stock market transac-

tions to international trade repositories or on receipt of 

a request to determine the identity of an issuer (e.g. 

EU Shareholder Rights Directive) 

• On the basis of statutory obligations, statutory justifi-

cation or official directives, e.g. to courts or supervi-

sory authorities in relation to money market or fiscal 

legislation or where required to safeguard the Bank’s 

legitimate interests both within Switzerland and 

abroad. The latter applies in particular in the event of 
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threatened or initiated legal measures by clients 

against the Bank or public statements, to safeguard 

the Bank’s claims against its clients or third parties, in 

the event of the collection of receivables of a client by 

the Bank and to re-establish client contact following 

an interruption of contact with the competent Swiss 

authorities. 

• On account of the outsourcing of business units or 

services (see section 8.3) 

 

8.3  What happens to data in the event of an out-

sourcing of areas of business or services?  

The Bank may outsource areas of business and services 

to group companies and third parties within Switzerland 

and abroad. This relates in particular to payment trans-

actions, the processing and custody of securities and 

other financial instruments, compliance, risk manage-

ment, fund administration, auditing, investment/portfolio 

management services, research services, data manage-

ment, the printing and sending of bank documents, IT 

and back- and middle-office services that may be out-

sourced either fully or in part. 

In these cases, the Bank generally uses service provid-

ers domiciled in Switzerland and prefers to use its own 

group companies where possible in order to ensure that 

Swiss law applies. Should this require the disclosure of 

client data, service providers in Switzerland are also sub-

ject to the provisions of bank-client secrecy. If, in excep-

tional circumstances, outsourcing is to service providers 

domiciled abroad, the Bank will provide transparent infor-

mation about this (e.g. on our website) in accordance 

with Circular 2008/7 (Outsourcing Banks) of the Swiss Fi-

nancial Market Supervisory Authority (FINMA). 

8.4  Rights 

You may request information from the Bank about 

whether your personal data is being processed. If this is 

the case, we tell you what information about you is 

stored in our data collections. We also provide available 

information about the sources of data, the purpose and, 

where necessary, the legal basis for processing as well 

as any data recipients. 

You may exercise further rights, e.g. the rectification of 

personal data if it is incorrect or erasure of it, unless stat-

utory or contractual obligations prevent this. Simply write 

to us accordingly (see section 8.5). 

If we do not meet your expectations with regard to the 

processing of personal data or you would like to com-

plain about our data protection practices, please contact 

us (see section 8.5) so that we may assess your concern 

and possibly make improvements. To enable us to ad-

dress your concerns, please explain the matter in detail. 

We will then assess and reply to your concern within an 

acceptable timeframe. 

8.5  Contact details  

See section 1.1.1 with the addition “Data Protection Advi-

sor” as addressee. 

9.  General Terms and Conditions (GTCs) 

These General Terms and Conditions govern the busi-

ness relationship between you (the “Client”) and 

Reichmuth & Co with its head office in Lucerne, Switzer-

land (the “Bank”). 

9.1  Power of disposition 

The regulation governing signatures notified to the Bank 

in writing shall apply to it until revoked in writing, not-

withstanding entries to the contrary in the commercial 

register and in other registers and publications; the Bank 

reserves its right to invoke statutory provisions relating to 

mandatory law on the power of representation. 

9.2  Identification checks 

The Bank shall verify the Client’s identity and authorised 

representatives with due care. If the Bank breaches this 

obligation, it shall bear the resulting damage. Otherwise 

the Client shall bear the damage incurred as a result of 

errors in establishing identity. 

9.3  Lack of capacity to act 

The Client shall bear the loss arising from their lack of 

capacity to act, unless the Bank was able to identify such 

a lack of capacity with due care. The Client shall immedi-

ately inform the Bank in writing of a lack of capacity of 

their authorised representatives or other third parties act-

ing on their behalf to act. Insofar as the Bank has acted 

with due care, the Client shall bear any loss arising from 

the lack of capacity of their authorised representatives or 

other third parties to act. 

9.4  Complaints 

Complaints by the Client arising from the execution or 

non-execution of orders or notifications, in particular of 

transaction notifications, account statements or lists of 

assets, shall be made immediately upon receipt of the 

relevant statement or notification, but no later than the 

deadline set by the Bank; if the Bank has not set a differ-

ent deadline, complaints shall be lodged within 30 days 

of receipt of the relevant statement or notification. If no 

statements or notifications expected by the Client are re-

ceived, the Client shall notify the Bank without delay. If 

no complaints or objections are received by the Bank by 

the deadline, the execution or non-execution and the no-

tification thereof will be deemed to have been approved. 
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The Client shall bear any damage resulting from a de-

layed complaint. 

9.5  Notifications from the Bank 

Notifications from the Bank are deemed to have been 

made if they have been made available to the last corre-

spondence address provided by the account holder or 

via e-Connect. The date of dispatch is the date stated on 

the copies or dispatch lists in the Bank’s possession. 

Mail to be held in bank storage is deemed to have been 

delivered on the date stated on it. The Client shall in-form 

the Bank immediately of any changes in the name, com-

pany or address. 

9.6  Transmission risk 

The Client shall bear any loss arising from the defective 

transmission of orders, instructions or notifications by 

post, fax, telephone, email and other means of transmis-

sion and transport, such as losses, delays, misunder-

standings, mutilations or repetitions, provided that the 

Bank has acted with care. The Bank may record tele-

phone conversations and use the recordings as evi-

dence. 

9.7  Defective execution of orders 

If damage occurs as a result of non-execution or delayed 

or otherwise defective execution of orders (excluding 

stock market orders), the Bank is only liable for the loss 

of interest, unless it has been informed in writing and in 

good time in advance of the imminent risk of additional 

damage in the specific case. 

9.8  Right of lien and right of set-off 

The Bank has a lien on all assets which it holds with itself 

or elsewhere for the account of the Client, and with re-

spect to all claims a right of set-off for all its existing 

claims, irrespective of maturity or currency. This also ap-

plies to debt and loans with special or no collateral. The 

Bank may at its discretion enforce or dispose of the se-

cured assets by private contract, including by acting as a 

principal, as soon as the Client falls into arrears. It may 

also pursue the Client for seizure or bankruptcy while 

maintaining the lien. 

9.9  Account management, interest and costs 

The Client receives periodic (e.g. daily, monthly, quar-

terly, semi-annual or annual) transaction statements, ac-

count statements and lists of assets with all movements 

including credits and debits, the agreed or usual interest, 

fees, commissions, expenses and taxes. The Bank re-

serves the right to change its interest and commission 

rates at any time, in particular to adapt them to the 

changed movements of money and capital (including 

negative interest rates). Any third-party charges will be 

passed on to the Client. Where there are incoming pay-

ments in favour of a Client with several debt positions 

with the Bank, the Bank reserves the right to determine 

to which debt position the payments are to be credited. If 

the Client places orders in a total amount exceeding their 

credit balance or credit limit, the Bank may determine at 

its own discretion and irrespective of the date or time of 

receipt of the orders which orders are to be executed in 

whole or in part. 

9.10  Foreign currency accounts 

The Bank’s assets corresponding to the Client’s foreign 

currency balances are invested in the same currency; 

they are invested in the Bank’s name with its correspond-

ents, but for the account and risk of the Client. The Client 

bears on a pro rata basis the economic and legal risks to 

which the Bank’s total credit balances with the respective 

correspondents in the countries concerned are exposed. 

9.11  Precious metal accounts 

a) As the holder of a metal account with the Bank, the 

Client is entitled to delivery of the corresponding 

quantity of precious metal (gold, silver, platinum, pal-

ladium) in the amount of their account balance, with-

out having ownership. Credits, debits and deliveries 

are made exclusively in standard bars or standard 

units credited to the metal account in minimum quan-

tities of one kilogram or the corresponding weight in 

ounces. 

b) The Client may have the amount of precious metal 

corresponding to their account balance delivered to 

the Bank in accordance with the statutory provisions 

applicable at the Bank’s registered office (place of 

performance). By taking possession of the precious 

metal, the Client becomes the owner. Deliveries to 

other locations are only possible after a separate 

agreement has been made with the Bank and at the 

Client’s expense and risk.  

c) The Bank may supply bars of any size and minimum 

standard fineness and is entitled to charge the manu-

facturing costs valid at the time of delivery. The with-

drawal of larger amounts shall be notified to the Bank 

at least five bank working days in advance in order to 

permit punctual delivery. The fine weight of the deliv-

ered bars is debited from the metal account. Any dif-

ference in favour of or at the expense of the Client is 

settled at the price in the Zurich precious metals mar-

ket (if necessary at the price on the free international 

precious metals market) when the amount is debited. 

d) As the holder of a coin account, the Client is entitled 

to delivery of the number of coins recorded in their ac-

count. These will be delivered in accordance with the 

applicable statutory provisions. The Client is not enti-

tled to the delivery of coins of a certain year or of a 

certain mintage. In all other respects the provisions of 

this section 9.11 apply analogously to coin accounts. 
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e) Balances on metal accounts are not subject to inter-

est. Metal accounts are usually closed at least once a 

year. 

f) The Bank charges a fee for the maintenance of metal 

accounts in accordance with a separate Fee Sched-

ule. It reserves the right to change this fee at any 

time. 

9.12  Bank-client confidentiality and data protec-

tion 

Applicable law obliges the representatives, employees 

and agents of the Bank to handle the business relation-

ship and transactions of the Client in a confidential man-

ner.   

The Client hereby releases the Bank, its representatives, 

employees and agents from bank-client confidentiality, 

data protection regulations and from further legal and 

contractual duties of confidentiality on his or her behalf 

and on behalf of all direct and indirect owners, beneficial 

owners or controlling parties of the assets or other per-

sons involved in the banking relationship as follows: 

a) Insofar as this is necessary to safeguard the legiti-

mate interests of the Bank in Switzerland and abroad, 

specifically: 

– in connection with judicial, administrative or 

other proceedings (even if the Bank is a third 

party), as well as with contractual or other 

claims initiated by the Client or a third party 

against the Bank; 

– in order to enable the Bank or the third party in-

volved to secure or collect the Bank’s receiva-

bles or to liquidate the securities or other collat-

eral of the Client or third parties (provided that 

the securities or collateral from the third parties 

was furnished for claims against the Client); 

– on debt collection proceedings against the Cli-

ent for receivables of the Bank, on seizures or 

on claims against the Client or the Bank re-

garding deposited assets: or 

– for security purposes (e.g. to protect the Client 

and the Bank from fraudulent or criminal activi-

ties), so that the Bank can report or submit all 

relevant information to the competent authori-

ties or external provider in Switzerland or 

abroad which is assisting the Bank in these 

matters; 

– in the event of public allegations against the 

Bank or before the authorities. 

The Client hereby recognises and agrees that these ex-

amples are not exhaustive and that the safeguarding of 

the Bank’s legitimate interests in other situations or cir-

cumstances not expressly mentioned here may be rea-

sonable and necessary. 

b) With regard to transactions and services that the 

Bank performs for the Client, in particular if such 

transactions and services have an international di-

mension, e.g.: 

– in order to execute the instructions of the Client 

in Switzerland or abroad (e.g. execute payment 

transactions or transactions relating to financial 

instruments);  

– the Bank is both authorised and required to dis-

close information to third parties that are in-

volved (e.g. stock exchanges, brokers, banks, 

transaction registers, settlement agencies and 

third-party custodians, issuers, authorities or 

their representatives as well as other third par-

ties that are involved) so that these transac-

tions or services can be provided and to ensure 

compliance with laws, regulations, contractual 

provisions and other rules, business practices, 

trading practices and compliance standards; 

– for the purpose of exchanging information be-

tween the Bank and associated companies of 

the Bank in Switzerland or abroad in order to 

comprehensively provide transactions and ser-

vices, to split income as well as to ensure risk 

management and to comply with legal or regu-

latory requirements or for compliance-related 

reasons; 

– in order to comply with other disclosure and re-

porting obligations. 

Further information about the reporting and disclosure 

obligations of the Bank and the Client and other data in 

payment transactions or transactions relating to financial 

instruments or holding assets at the Bank can be found 

in the brochure from the Swiss Bankers Association at 

https://www.reichmuthco.ch/fileadmin/reichmuthco.ch-

/pdf/dokumente/Bekanntgabe_Kundendaten.pdf as well 

as in sections 11, 12 and 14. 

In any event, the reporting and disclosure rights and obli-

gations to which the Bank is subject pursuant to the ap-

plicable legal and regulatory requirements apply. The Cli-

ent is aware that such reporting and disclosure rights and 

obligations could arise even after a certain service has 

been provided or after the Client has ended his or her 

business relationship with the Bank. 

9.13  Data exchange via electronic media 

The Bank is authorised to communicate via electronic 

channels (e.g. email, fax, SMS, online banking, mobile 

applications and other electronic channels) to the user 

addresses used by the Client or their authorised repre-

sentative dealing with the Bank or explicitly stated (e.g. 

email address or mobile telephone number for mobile ap-

plications). 

https://www.reichmuthco.ch/fileadmin/reichmuthco.ch-/pdf/dokumente/Bekanntgabe_Kundendaten.pdf
https://www.reichmuthco.ch/fileadmin/reichmuthco.ch-/pdf/dokumente/Bekanntgabe_Kundendaten.pdf
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Risks 

As electronic messages are mostly transmitted across 

borders via open facilities that are thus accessible to an-

yone, their use is associated with risks, in particular: 

a) lack of confidentiality (e.g. emails and attachments 

can be viewed and monitored unnoticed) 

b) changes to or falsifications of sender addresses or 

contents (e.g. attempts to deceive using wrong 

sender addresses or information) 

c) system interruptions and other transmission malfunc-

tions that can cause delays, mutilations, misdirections 

and deletions of e.g. emails and attachments 

d) viruses, worms etc. which are spread unnoticed by 

third parties via emails and can cause considerable 

damage 

e) misuse with damaging consequences through the in-

terception of electronic orders by third parties 

 

Due diligence obligations 

The Bank maintains computers and IT infrastructures 

that are operated in accordance with standard practice. 

The Client undertakes 

a) to be vigilant about risks and exercise caution with re-

gard to electronic messages received from the Bank 

(in cases of doubt, to contact the Bank by telephone); 

b) to re-enter the Bank as the addressee for reply mes-

sages (do not use the reply button or links); 

c) to take appropriate measures, e.g. to inform the Bank 

immediately and to delete electronic messages, in the 

event of detected/presumed irregularities (e.g. in the 

event of misuse of addresses, falsification or manipu-

lation of electronic messages or dubious indications 

of source); 

d) to continuously update their own system and security 

software (e.g. by installing recommended security 

patches, taking the usual technical security precau-

tions, in particular setting up updated firewalls and 

anti-virus programs). 

 

9.14  International tax treaties 

If the Client and/or the Bank are subject to an interna-

tional agreement on withholding tax on interest income, 

the levying of withholding taxes, the reporting of business 

relationships, assets and/or transactions and other 

measures to avoid tax evasion, tax avoidance and tax 

fraud with respect to the Client, the Client undertakes to 

cooperate fully with the Bank in order to enable the latter 

to irreproachably fulfil its obligations under such agree-

ments and Swiss law. 

The Client themself is responsible for making a correct 

tax declaration of the assets involved in the business re-

lationship with the Bank and the resulting income and 

costs. The Client shall reimburse the Bank for any loss 

incurred as a result of the Client’s breach of duty to-

wards the Bank or the competent authorities, especially 

tax authorities in Switzerland or abroad. The Client is 

also aware that they are responsible for the tax conse-

quences of their transactions with the Bank. The Bank 

does not provide tax advice. If necessary, the Client will 

obtain advice from tax experts. 

9.15  Bills of exchange, cheques and similar in-

struments 

The Bank may debit credited or discounted bills of ex-

change, cheques and other similar instruments from the 

account of the account holder if they are not paid. Until a 

debt balance is settled, the Bank will retain the rights un-

der the laws governing bills of exchange and cheques in 

relation to other claims for the payment of the full amount 

of the bills of exchange, cheques or other instruments 

with ancillary claims against any party obligated under 

the instrument. 

9.16  Termination of the business relationship 

Both the Client and the Bank may terminate the business 

relationship at any time without giving reasons with im-

mediate effect or at a later date. In particular, the Bank 

may cancel credit limits at any time and demand immedi-

ate payment of its credit balance. It re-serves the right to 

prepare special agreements and termination provisions 

applicable to specific products. If, even after a grace pe-

riod set by the Bank, the Client fails to inform the Bank 

about where the assets and credit balances deposited by 

the Client at the Bank are to be transferred to, the Bank 

may physically deliver or liquidate such assets and send 

the proceeds and any remaining credit balances of the 

Client with discharging effect in the form of a cheque in a 

currency determined by the Bank to the last known deliv-

ery address of the Client. 

9.17  Saturdays 

In all business transactions with the Bank, Saturdays are 

treated analogously to officially recognised public holi-

days. 

9.18  Outsourcing of areas of business 

The Bank may outsource areas of business and services 

to group companies and third parties within Switzerland 

and abroad. This relates in particular to payment trans-

actions, the processing and custody of securities and 

other financial instruments, compliance, fund administra-

tion, auditing, data management, IT and back- and mid-

dle-office services that may be outsourced either fully or 

in part. As part of the outsourcing process, data may 
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have to be transferred to internal or external service pro-

viders. All service providers are bound by appropriate 

confidentiality provisions. If a service provider is located 

abroad, the Bank only transmits data that does not allow 

any conclusions to be drawn about the Client’s identity. 

9.19  Reservation of special provisions 

Besides these General Terms and Conditions, the spe-

cial conditions drawn up by the Bank apply to special 

types of transactions. Otherwise 

(i) in the case of stock market transactions, the cus-

tomary practices for the venue and the local disclo-

sure and reporting obligations (including any disclo-

sure of the Client’s identity) apply; 

(ii) in the case of documentary letters of credit, the 

standard guidelines and customs established by the 

International Chamber of Commerce apply; 

(iii) in the case of debt collection and discount busi-

ness, the Terms drawn up by the Swiss Bankers 

Association apply. 

 

9.20  Changes to conditions 

The Bank reserves the right to amend its General Terms 

and Conditions, Safe Custody Regulations and the Fee 

Schedule at any time. These changes shall be notified to 

the Client by circular letter (e.g. as a supplement to the 

regular account and asset statement) or by other suitable 

means, such as the public website of Reichmuth & Co 

(www.reichmuthco.ch). They are deemed to have been 

approved within 30 days of their dispatch or publication if 

no objection is made by the Client. 

9.21  Applicable law, place of jurisdiction and 

place of performance 

All legal relations between the Client and the Bank are 

governed by Swiss law to the exclusion of standards re-

ferring to the law of another country. The exclusive place 

of performance, execution, collection and jurisdiction is 

Lucerne or the place of the Swiss branch the contractual 

relationship has been established with. In addition, the 

Bank shall have the right to take legal action against the 

Client before any other competent court. The right to use 

mandatory statutory jurisdictions is reserved. 

9.22  Entry into force 

These General Terms and Conditions (as at September 

2020) enter into force with immediate effect. They re-

place all previous General Terms and Conditions of the 

Bank. 

10. Safe Custody Regulations 

10.1  General provisions 

10.1.1   Receipt of safe custody assets 

The Bank accepts from clients: 

a. Securities of all kinds (equities, bonds, unit certifi-

cates of investment funds, cash bonds, money market 

instruments, mortgage securities, etc.) and quoted 

precious metals for safekeeping and management in 

open custody accounts; 

b. Money and capital market investments which are not 

structured as securities (especially registered shares 

with deferred printing of securities) for booking and 

administration in open custody accounts; 

c. Documents, valuables and other items suitable for 

safekeeping in a sealed custody account. The Bank 

may decline the receipt of safe custody assets in 

whole or in part without giving reasons. 

10.1.2   Receipt and inspection 

The Bank will issue a suitable receipt for each deposit of 

safe custody assets that is not of the same quality as a 

security. The Bank accepts safe custody assets only 

subject to their being inspected and their authenticity 

confirmed, but does not accept any liability for them. Ad-

ministrative actions and the execution of orders are only 

carried out after the inspection has been completed. For-

eign safe custody assets may be transferred to a suitable 

location in the relevant country for inspection. 

10.1.3   Plurality of clients 

If the Bank has a business relationship with a plurality of 

Clients, each custody account is also deemed to be a 

jointly established joint custody account. In such cases, 

each Client is entitled to individual right of disposal, un-

less a special agreement has been reached with the 

bank. All Clients are jointly and severally liable for all 

claims of the Bank arising from the custody account rela-

tionship. 

10.1.4   Custody fees, credits and debits 

The prices for the safekeeping and administration of safe 

custody assets and for additional services are listed in 

the Fee Schedule. The Bank may debit these fees from 

the Client’s account in line with the services requested by 

the Client. Other credits and debits (capital, income, 

fees, expenses, etc.) may also be made to the Client’s 

account, unless otherwise instructed by the Client. If nec-

essary, amounts are converted into the currency in which 

the account is managed. If the Bank credits the Client’s 

account with distributions prior to their receipt, it may 

cancel them if they are not received. The same applies to 

erroneous credit notes. 

www.reichmuthco.ch
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10.1.5   Deliveries 

Subject to notice periods, statutory provisions, the cove-

nants of issuers and the Bank’s rights of lien, retention or 

other withholding powers, the Client and any authorised 

representatives may at any time request that the safe 

custody assets be delivered or made available to them. 

The Bank may also at any time ask the Client to with-

draw the assets deposited with it. Delivery shall take 

place in compliance with the usual delivery deadlines at 

the Bank’s registered office during the Bank’s opening 

hours. The Bank may make assets held abroad available 

to the Client through a foreign correspondent. The assets 

are delivered against a receipt, which relieves the Bank 

of any liability. 

10.1.6   Shipping insurance 

Safe custody assets are shipped at the expense and risk 

of the Client. Unless the Client specifies otherwise, the 

Bank shall take out shipping insurance and make a dec-

laration of value at its discretion. 

10.1.7   Book-entry securities 

Securities and book-entry securities with a similar func-

tion that are not securitised are treated analogously. In 

particular, the rules governing commission (Art. 425 et 

seq. Swiss Code of Obligations (CO)) between the Client 

and the Bank apply. 

Direct investments in hedge funds and private equity ve-

hicles are executed in the Bank’s name but for the ac-

count and at the risk of the Client. The Client bears the 

economic and legal risks to which the Bank is exposed 

by the respective administrators or correspondents in the 

countries concerned. 

10.2  Special provisions for open custody ac-

counts 

10.2.1  Collective custody accounts and custody ac-

counts with correspondents 

The Bank is expressly authorised to hold the securities of 

the same class in safekeeping in its own collective cus-

tody account or to have them held in safekeeping and 

administered by third parties of its choice in Switzerland 

or abroad in its own name but for the account and risk of 

the Client. 

The Client is at all times entitled to co-ownership of col-

lective custody accounts located in Switzerland in the 

proportion of the assets deposited by the Client to the re-

spective holdings of the collective custody account. In 

the case of safekeeping abroad, the safe custody assets 

are subject to the regulations and practices at the place 

of safekeeping. If the return of safe custody assets held 

in safekeeping abroad is made more difficult or impossi-

ble by foreign law, the Bank is only obliged to provide the 

client with a proportionate right of return at the place of 

safekeeping. 

10.2.2   Legal risks 

If regulations, restrictions, taxes, levies, fees or other cur-

rent or future measures are taken by domestic or foreign 

states and authorities to hold securities held in safekeep-

ing with the Bank or in its name but with third parties for 

the account and risk of the Client, the Client alone shall 

bear the consequences therefrom; the Bank assumes no 

liability whatsoever in this regard. 

10.2.3   No entry of registered securities 

Unless the Client issues instructions to the contrary, reg-

istered securities are usually not entered. 

The Client accepts that the foreign depository will know 

their name if they enter the securities in their name. 

10.2.4   Precious metal collective custody accounts 

The following special provisions also apply to precious 

metal collective custody accounts: 

a. The minimum fineness corresponds to 995/1000 in 

the case of gold and 999/1000 in the case of silver, 

platinum and palladium for each of the assets in the 

form of precious metal bars held in safekeeping by 

the Bank on behalf of the Client. 

b. The booking is made either in justifiable units (e.g. 

small bars) or in grams of fine weight.  

c. The Client may withdraw at any time the amount of 

precious metals corresponding to a co-ownership 

share from the collective custody account and to have 

it delivered to a branch of the Bank in Switzerland. To 

deliver the precious metals on time, withdrawals shall 

be notified to the Bank five bank working days in ad-

vance. Deliveries to other locations are only possible 

after a separate agreement has been made with the 

Bank and at the Client’s expense and risk. 

d. The number of booked, justifiable units of precious 

metal is delivered. If custody accounts are managed 

in fine weight units, the Bank may deliver bars of any 

size and charge the Client the manufacturing costs 

valid at the time of settlement. Any remaining weight 

differences will be compensated at the discretion of 

the Bank by smaller, justifiable units or at the price of 

the Zurich precious metals market (if necessary at the 

price of the free international market) at the time of 

settlement. 

e. In the case of gold and silver coins held in collective 

custody, the holder is not entitled to the delivery of 

coins of a certain year or of a certain mintage. 
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10.2.5   Administration 

Standard administration 

From the day on which the custody account is opened, 

the Bank shall take care, even without the express in-

struction of the Client, of the usual administrative actions, 

such as the collection of coupons and the redemption of 

securities, the subscription to new coupons and the ex-

change of securities, the supervision of drawings, cancel-

lations, repurchases and repayments of securities, and 

subsequent collection of repayable securities, all on the 

basis of the lists at its disposal, but without assuming any 

responsibility in this respect; in particular it is not liable 

for errors or omissions. In the case of couponless regis-

tered shares, administrative actions will only be per-

formed if the delivery address for dividends and subscrip-

tion rights is the Bank. In the case of non-securitised 

book-entry securities with deferred printing, the Bank has 

the right: 

(i) to arrange for the cancellation of existing securities 

and their conversion into non-securitised book-entry 

securities by the issuer; 

(ii) to perform the usual administrative actions during 

the period of custodial booking, to give the issuer 

the necessary instructions and to obtain the neces-

sary information from the issuer; 

(iii) to require the issuer to print and deliver the securi-

ties at any time for the account of the Client; 

(iv) execute stock market orders as an own trader. 

 

Special administrative actions 

Unless otherwise agreed, the Client is solely responsible 

for taking all other precautions to safeguard the rights as-

sociated with the safe custody assets. In response to the 

Client’s timely written order the Bank shall in particular 

take care to 

(i) exercise conversion and options rights; 

(ii) conversions; 

(iii) broker payments on securities that have not been 

fully paid in; 

(iv) collect interest and principal repayments on mort-

gage securities; 

(v) exercise or purchase and sell subscription rights; if 

the Bank does not receive an order to the contrary 

within the specified period (or in respect of sub-

scription rights listed on the Swiss stock exchange, 

up to the day before the last day of listing), it may at 

its discretion sell the subscription rights at best 

price without being obliged to do so. 

The Bank only asserts rights of reclaim and tax credits 

on the basis of written instructions from the Client. Voting 

rights in custody accounts are only exercised with a writ-

ten power of attorney in accordance with a separate 

agreement. 

If administrative actions result in the Bank being obliged 

to report to issuers or the authorities, the Bank is entitled 

to waive execution of these actions in whole or in part. 

The Client will be informed accordingly. 

List of assets 

The Bank shall provide the Client periodically, at least 

once a year, with a list of assets held or recorded in the 

open custody account. The valuations contained therein 

are based on approximate prices from standard banking 

sources. They are not binding on the Bank and the Bank 

rejects any liability for their accuracy. 

Section 9.4 of the General Terms and Conditions applies 

to the inspection and approval of the list of assets by the 

Client. 

10.3  Special provisions for closed custody ac-

counts 

10.3.1   Deposits into the custody account 

A closed custody account shall be provided with a decla-

ration of value and a description of its contents, signed 

by the Client; the packing shall bear the Client’s client 

number. 

10.3.2   Contents 

Closed custody accounts may only contain items or doc-

uments whose nature guarantees safekeeping without 

any risk and without any risk of damage to the Bank; 

items which are flammable, or otherwise hazardous or 

unsuitable for safekeeping in a bank building are ex-

cluded. The Client is liable for any damage arising as a 

result of a violation of this provision, even if they are not 

at fault. The Bank reserves the right to check the con-

tents of the custody account in the presence of the Client 

or one of their authorised representatives or, if they are 

not available at short notice, in the presence of the offi-

cial designated by cantonal law for this purpose, or to re-

quire the Client to provide proof of the nature of the de-

posited items. 

10.3.3   Safekeeping 

The Bank shall keep the safe custody assets received in 

a safe place with due care. It is entitled to have the de-

posited assets held externally in its own name but for the 

account of the Client. 
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10.3.4  Liability 

The Bank is only liable for damage or loss to the safe 

custody assets if it is guilty of gross negligence. In partic-

ular, it is not liable for any loss if the custody account has 

not been set up in accordance with the provisions of 

these Safe Custody Regulations. Whenever the Client 

withdraws the safe custody assets, the Client shall check 

whether the contents are intact and undamaged. The 

Bank is only liable if the Client (i) can prove by the condi-

tion of the packing that it has been unlawfully opened 

and (ii) that the contents are incomplete. Any complaint 

must be made immediately upon withdrawal of the safe 

custody assets otherwise it will be disregarded. The 

Bank’s liability in any event is limited to the proven value, 

but cannot exceed the declared value. The Bank is re-

lieved of any liability when the Client with-draws the safe 

custody assets and acknowledges receipt by signing. 

10.4  Futures, forwards and options transactions 

10.4.1  Instructions to execute forwards and futures 

contracts 

The Client instructs the Bank to execute futures, for-

wards and options transactions in equities, bonds, partic-

ipation certificates, foreign exchange, precious metals 

and indices through its accounts and portfolios managed 

by the Bank. The Client confirms that they are aware of 

the characteristics and risks of such transactions and of 

the contract specifications. It is the Client’s responsibility 

to take note of the specifications of standardised and 

non-standardised contracts. 

10.4.2  Purchasing options (going long) 

When purchasing options, the Client shall have sufficient 

cover to pay the options price (premium). The Client 

pays the premium to the Bank with a value date one, two 

or three days after purchasing the option, depending on 

the practices of the respective trading venue. 

10.5  Futures and selling options (going short) 

Margin cover 

As the writer of an option (put or call option) and for all 

futures contracts, the Client shall maintain the cover cal-

culated by the Bank. This cover (hereinafter referred to 

as “margin cover”) may, at the Bank’s discretion, include 

the current difference between the market price and the 

exercise price of the underlying assets or the total com-

mitment entered into by the Client at market prices. If the 

margin cover is insufficient based on the Bank’s current 

calculations, the Client shall raise it to comply immedi-

ately with the Bank’s daily margin calls. If the Client has 

not complied with the Bank’s margin call on the following 

trading day, the Bank is entitled but not obliged to debit 

the margin call from the Client’s ac-counts managed by it 

and/or to close out the position without setting a grace 

period. 

Covering obligations 

If at the start of the last trading day before expiry the Cli-

ent has insufficient cover at the Bank to fulfil the con-

tract(s), the Bank is entitled but not obliged to close out 

positions without having first requested an addition-al 

payment. The Bank may also exercise this right during 

the term of a contract if strong price fluctuations or other 

extraordinary events occur and in the case of transac-

tions on foreign stock markets where additional pay-

ments cannot be demanded in good time due to the time 

difference. 

Covered call options 

The Bank will only execute orders from the Client to sell 

(write) call options as covered if the Client has free ac-

cess to the appropriate number of underlying assets in 

their portfolio at the Bank. By placing the order, the Client 

authorises the Bank to deliver the corresponding underly-

ing assets to the options holder and to transfer them to 

the holder if the option is exercised. 

To secure the obligations arising from such orders, the 

Client transfers/cedes to the Bank all rights to the under-

lying assets as collateral. The Bank is therefore author-

ised in particular to pledge the underlying assets as-

signed to it as collateral to the correspondent commis-

sioned by it or to the options exchange or to transfer 

them as collateral or to deposit them with these corre-

spondents. 

If the option is not exercised by the end of the term or if 

the option is closed out, the rights granted to the Bank 

under this section automatically revert to the client. 

Futures with physical delivery 

In the case of futures with physical delivery, the Bank 

shall, on the last trading day before expiry, in the best in-

terests of the Client and to avoid settlement through ef-

fective performance close out each futures position with 

physical delivery for the account of the Client, unless the 

Bank has received instructions to the contrary from the 

client no later than 12.00 noon (Swiss time) on the sec-

ond last trading day before expiry. 

10.5.1   Concluding and confirming contracts 

The Bank shall send the Client a written confirmation for 

each contract concluded. If the Client discovers a dis-

crepancy between their records and the written confirma-

tion, they shall inform the Bank immediately upon receipt 

of the notification. If no notification is received within 24 
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hours, the confirmation of the contract is deemed ac-

cepted. The Client retains the risk of an agreement on 

post stored at the Bank. If no such agreement exists and 

if the Client has not received the confirmation, the com-

plaint must be made as if the notification had been re-

ceived by the Client in a normal postal delivery. 

10.5.2  Exercising options 

The Bank exercises options only on the basis of an in-

struction from the Client. This also applies if the option 

has an intrinsic value upon expiry. The Client shall give 

the Bank their instructions no later than 12.00 noon 

(Swiss time) on the second last trading day before the 

expiry date. If an unsecured call option written by the Cli-

ent is exercised, the Bank shall inform the Client of this. 

The Client undertakes to purchase the underlying assets 

on the correct value date. If the underlying assets are not 

purchased in due time, the Bank is entitled but not 

obliged to purchase them at best price for the account of 

the Client. The Bank may charge any claims arising from 

delayed purchases to the Client. 

10.5.3  Responsibility and monitoring 

The Client is responsible for profit or loss arising from the 

execution of an order and the monitoring of contracts. 

Any liability on the part of the Bank or any other trading 

partner is excluded. 

10.6  Final provisions 

10.6.1  Amendments to the Safe Custody Regula-

tions 

The Bank reserves the right to amend these Safe Cus-

tody Regulations at any time in accordance with section 

9.19 of the General Terms and Conditions. 

10.6.2   Entry into force 

These Safe Custody Regulations (as at September 

2017) enter into force with immediate effect. They re-

place all of the Bank’s previous safe custody regulations. 

11. Foreign Account Tax Compliant Act (FATCA) 

The US tax law FATCA, which is aimed at financial insti-

tutions worldwide, came into force in 2014. Besides 

many other countries, Switzerland has also concluded a 

treaty with the USA to facilitate the implementation of 

FATCA legislation. A Swiss FATCA Act was finally en-

acted on the basis of this treaty, and this entered into 

force on 30 June 2014. FATCA is intended to curb possi-

ble tax evasion at the expense of the USA. 

11.1  What is FATCA? 

Under FATCA, the account holders and in this context 

the controlling persons (legal entities or trusts) must be 

checked by the financial institution managing the ac-

count to determine whether a US tax liability (“FATCA 

status”) exists. The account-holding financial institution is 

legally obliged to determine the FATCA status of each 

account holder and of the controlling persons (legal enti-

ties or trusts). Financial institutions are also legally re-

quired to document the FATCA status determined. For 

this purpose, a form must be obtained from which the 

FATCA status can be determined. Depending on the 

FATCA status, US-specific forms (e.g. W-8BEN-E, W-

8IMY) must also be signed. The form must also be ob-

tained if the account holder does not have a US connec-

tion. 

If an account has no US connection, no data is reported 

by the account holder to the US tax authorities. If an ac-

count is attributable to a US person, the financial institu-

tion managing the account must also obtain IRS Form 

W-9 from the account holder or the controlling persons 

(legal entities or trusts) and consent to having certain ac-

count information reported to the US tax authorities. 

11.2  What information is exchanged? 

If the account holder gives their consent to have the ac-

count information reported, the financial institution man-

aging the account will periodically report the statutory in-

formation to the US tax authorities. If the account holder 

does not give their consent, the financial institution man-

aging the account will not provide any specific account 

information. Instead, the financial institution is required to 

report to the US tax authorities in aggregated form the 

number and total amount of all US-related accounts held 

with it for which no consent has been obtained. On the 

basis of the aggregated report, the US tax authorities can 

ultimately request specific account information to be 

handed over by making an administrative assistance re-

quest. 

The USA therefore only receives specific account infor-

mation due to FATCA for accounts with a US connection 

if the account holder explicitly gives their consent to hav-

ing the information reported or as part of official investi-

gations into specific tax cases. However, the latter al-

ways requires administrative or judicial assistance pro-

ceedings. 

The new regulations under FATCA do not only apply to 

Swiss financial institutions. They must be implemented 

and complied with in all major financial centres world-

wide. 

12. International Automatic Exchange of Information 

(AEOI) 

This is a summary of the main issues relating to Interna-

tional Automatic Exchange of Information in tax matters 

(AEOI). 
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The legal basis for the implementation of the AEOI 

standard in Switzerland is the Federal Act on the Inter-

national Automatic Exchange of Information in Tax Mat-

ters (AEOIA), under which Reichmuth & Co is a reporting 

Swiss financial institution. 

12.1  What is the AEOI? 

The AEOI obliges reporting Swiss financial institutions to 

identify reportable accounts and to report them to the 

Federal Tax Administration (FTA) in Switzerland. Report-

able accounts include both accounts of natural persons 

and accounts of legal entities. If an account is held in 

trust by a natural person or by a legal entity which is not 

a financial institution for the benefit or for the account of 

a third party, this third party or the beneficial owner are 

deemed to be the account holder within the meaning of 

the AEOI. In the case of accounts of legal entities, the 

identification and reporting obligation may include the 

controlling person(s). More detailed information on the 

concept of account holder or controlling person can also 

be found in the OECD Common Reporting Standard and 

in the implementing legal provisions. 

Only an account whose holder or controlling person is a 

reportable person is considered to be a reportable ac-

count. Reportable persons are natural persons or legal 

entities that are resident for tax purposes in countries 

with which Switzerland has concluded the AEOI (partner 

state(s)). 

The reporting Swiss financial institutions are required to 

pass on information on reportable accounts of reportable 

persons to the FTA annually. Upon receipt, the FTA will 

exchange this data with the tax authorities of the reporta-

ble person’s respective country of residence. The ex-

change will only take place with partner states. The cur-

rent list of these partner states can be found at 

https://www.sif.admin.ch/sif/de/home/themen/internatio-

nale-steuerpolitik/automatischer-informationsaus-

tausch.html  

12.2  What information is exchanged?  

Reportable information includes personal data and infor-

mation on the reportable account. 

• Personal data includes name, address, country of tax 

residence, tax identification number, and date of birth 

of the account holder, beneficial owner or controlling 

person.  

• The following are also reported: account number, total 

gross income from dividends, interest and other in-

come, total gross proceeds from the sale or repur-

chase of assets and the total balance or value of the 

account at the end of each calendar year. The name 

and (if applicable) identification number of the bank 

are also reported.  

12.3  What will the information be used for?  

The information passed on may be made available only 

to the tax authorities of the partner state in which the re-

portable person is based and used only for tax purposes. 

The receiving state is prohibited from passing on the in-

formation to another state and the information must be 

treated as confidential. The receiving state may make the 

information passed on available only to those persons 

and authorities that are concerned with the taxation or 

supervision of that state. 

12.4  What rights do you have?  

Under the AEOIA and the Federal Data Protection Act 

(FADP), you have the following general rights: 

12.4.1   In respect of the reporting financial institu- 

 tion 

You can assert full legal protection under the FADP 

against the reporting financial institution. In particular, 

you can request to know what information collected 

about you is reported to the FTA. Upon request, the re-

porting financial institution must send you a copy of the 

notification to the FTA. It should be noted here that the 

information collected and reported may differ from your 

tax-relevant information. You may also request that inac-

curate data be corrected in the reporting financial institu-

tion’s systems. 

12.4.2   In respect of the FTA  

You can only assert your right to information in respect of 

the FTA and request that incorrect data based on errors 

when it was passed on be corrected. 

If the passing on of the data would have consequences 

prejudicial to you that cannot be demanded of you based 

on constitutional guarantees, you are entitled to lodge a 

claim under Article 25a of the Federal Act on Administra-

tive Procedure. 

You do not have the right to inspect files in respect of the 

FTA. This excludes the right to block the disclosure of 

personal data to the FTA. Furthermore, you cannot 

check the legality of forwarding information abroad, nor 

can you demand the blocking of illegal forwarding or the 

destruction of data that has been processed without suffi-

cient legal basis. 

If you, as a contracting party to the Bank, are not the ac-

count holder as defined by the AEOIA (see above) or if 

you are a legal entity for which the identification and re-

porting obligations of Reichmuth & Co extend to one or 

more controlling persons, we kindly ask you to forward a 

copy of this letter to the relevant persons. 

https://www.sif.admin.ch/sif/de/home/themen/internationale-steuerpolitik/automatischer-informationsaus-tausch.html
https://www.sif.admin.ch/sif/de/home/themen/internationale-steuerpolitik/automatischer-informationsaus-tausch.html
https://www.sif.admin.ch/sif/de/home/themen/internationale-steuerpolitik/automatischer-informationsaus-tausch.html
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13. Deposit protection in Switzerland 

Deposit insurance protects the credit balances of private 

and corporate clients in the event of a bank or securities 

firm’s bankruptcy. This gurantee ist regulated by law.  

The protection is limited to a maximum of CHF 100 000 

per client and institution. Multiple accounts are added to-

gether.  

esisuisse guarantees that it will cover protected deposits 

as part of the self-regulation of Swiss banks and securi-

ties firms.  

Deposits at Reichmuth & co are covered by the deposit 

insurance scheme.  

Detailed information at www.esisuisse.ch 

13.1  About esisuisse 

The esisuisse association was founded in Basel in 2005 

in order to implement the self-regulatory measures en-

shrined in Art. 37h of the Banking Act in the event of a 

mandatory liquidation or protective measures. Since 

2012, the association has been operating under the 

esisuisse brand. 

The entity responsible for the deposit guarantee scheme 

is: 

esisuisse 

Centralbahnplatz 12 

CH-4051 Basel, Switzerland 

 

Telephone: +41 61 206 92 92 

E-mail: info@esisuisse.ch 
 

14. Information about the EU Shareholder Rights Di-

rective II (“SRD II”) 

The Shareholder Rights Directive II (“SRD II” or the “Di-

rective”) issued by the European Union (EU) is intended 

to encourage the long-term engagement between securi-

ties holders and the companies in which they invest, to 

enhance transparency and to reduce the risks that are 

associated with the securities market. The Directive con-

tains new obligations for Reichmuth & Co (the “Bank”), 

which provides custody services. These obligations take 

effect on 3 September 2020. 

This information is pertinent to you if you hold securities 

(or if you are considering investing in securities) that are 

issued by a company with its registered office in a mem-

ber state of the European Economic Area (“EEA issuer”) 

and are traded on a regulated market within the Euro-

pean Economic Area (“EEA”) or an approved non-mem-

ber state (“securities affected”). Which types of securities 

(e.g. equities or bonds) fall within the scope of the Di-

rective depends on the local laws of the member state of 

the EEA (“EEA member state”) in which the EEA issuer 

has its registered office. As a result, certain types of as-

sets in one EEA member state could fall within the scope 

of application, while in another EEA member state, they 

are not covered. The primary consequences for Clients 

holding portfolios with affected securities (“owner”) are: 

14.1 Disclosure of the identity of the owner to 

EEA issuers 

On receiving a request from an EEA issuer to determine 

the identity of an owner, the Bank submits the owner’s 

identification data (e.g. name and address) to the EEA is-

suers. 

The Bank is obliged to respond to such queries from 

EEA issuers requesting the disclosure of owner data for 

affected securities. For this reason, owners may there-

fore not decide against disclosure to an EEA issuer. 

Consequently, the owner of the affected securities can 

provide his or her identification data and holdings to the 

EEA issuer for disclosure (regardless of whether the po-

sition in question was already part of the portfolio at the 

time the Directive went into effect or was acquired after 

this date). As a result of this, such identification data is 

no longer protected under Swiss banking secrecy, data 

protection or other legal or contractual confidentiality pro-

visions. 

The SRD II is consistent with the applicable European 

data protection regulations, including the EU General 

Data Protection Regulation (GDPR), and ensures that 

personal data is only disclosed when specifically re-

quested and is only stored for the relevant retention pe-

riod. 

15.    Agreement on all forms of data exchange via   

 electronic media 

15.1  Exchange of data via electronic media 

The Client wishes to exchange information/data with the 

Bank, as well as all other involved banks, other creditors, 

administrative bodies, authorities, lawyers, fiduciaries, 

consultants, and auditors (“Parties”) also via unsecured 

electronic media. The Client therefore authorizes the 

Bank to engage in two-way communications with all of 

the Client’s employees and agents, in particular also with 

the Parties, via unsecured electronic media (e.g. e-mail, 

fax, text message, etc.) and to exchange orders (e.g. 

payment and securities orders), documents and files of 

all types. The Client acknowledges that any electronic 

message received by the Bank shall be deemed to have 

been written by the person whose address appears as 

http://www.esisuisse.ch/
mailto:info@esisuisse.ch
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the sender’s address, regardless of whether the elec-

tronic message was actually written and/or sent by that 

person or received by the Bank with the correct content. 

The exchange of data between the Bank and the author-

ized representative(s) takes place as part of the underly-

ing power(s) of attorney. In the case of persons entitled 

to sign jointly with another authorized signatory as de-

fined in the List of Authorized Signatories, for orders to 

be placed each authorized signatory must send one 

message with the same content from their own address 

to the same recipient at the Bank. Otherwise, the Bank is 

not obliged to carry out the orders or instructions con-

cerned. 

15.2  Exclusion of liability and warranty 

Electronic messages will be processed by the Bank in 

the ordinary course of business and will not be dealt with 

on a priority basis. If the transmitted information is time-

critical, the Client must choose an alternative means of 

communication that ensures timely processing. Both the 

Client and the Bank are entitled to refuse to accept or 

process e-mails without expressly rejecting them, or to 

make such acceptance or processing dependent on fur-

ther inquiries. The Client is aware of and accepts the 

risks of using e-mails, specifically also the risk of disclo-

sure of the banking relationship and bank client infor-

mation, and, to the extent permitted by law, releases the 

Bank from any liability for loss or damage resulting from 

unsecured e-mail communications. The Bank gives no 

warranty as to the correctness, integrity and the receipt 

and sending process in respect of un-secured e-mails. 

Owing to technical, maintenance, and security reasons, 

uninterrupted e-mail services cannot be guaranteed. The 

Bank therefore excludes all liability for any loss or dam-

age resulting from such interruptions or the overloading 

of IT systems. 

16.    e-Connect Terms and Conditions and Secu- 

 rity Instructions 

The present Terms and Conditions and Security Instruc-

tions govern the arrangements with regard to access to 

e-Connect between clients or a person with power of at-

torney over a client’s banking relationships (referred to 

jointly below as “Contract Partner”) and Reichmuth & Co 

(“the Bank”). The authorized user is the person that actu-

ally uses e-Connect, be it the Contract Partner or a user 

issued with a power of attorney by the Contract Partner 

(referred to jointly below as the “Authorized User”). The 

Contract Partner bears full responsibility for the Author-

ized Users they appoint complying with the requirements 

set out in the present document. Persons with a power 

of attorney over the banking relationships of a client 

are also obliged to obtain the consent of the client to 

conclude this agreement, and to inform the client in 

particular of the risks involved (cf. point 4). 

The term “IT System” used below comprises hard-ware 

and software, including mobile devices, fixed network 

and mobile telephones, and other technical aids for the 

use of the personal means of authentication. 

1. Personal means of authentication and instruc-

tions 

The Bank makes the personal means of authentication 

available to the Authorized User only for use in accord-

ance with the provisions. Access to e-Connect and the 

services it offers will be granted once the Authorized 

User has authenticated themselves to the Bank using the 

personal means of authentication (contract number, 

password, SMS authentication). The Help/Instructions 

document, which is available on the Bank’s website, sets 

out how the personal means of authentication are to be 

used properly to prove authorization for the purpose of 

gaining access. After the Help/Instructions document has 

been received, it will be deemed to have been bindingly 

accepted with the first use of the personal means of au-

thentication (cf. point 2). The Bank may exchange or 

amend the personal means of authentication at any time. 

2. Authentication 

Whenever the Authorized User uses a service via e-Con-

nect, the Bank does not identify them by verifying their 

signature or identity document. The authentication check 

is carried out solely on the basis of the personal means 

of authentication provided (point 1) (self-authentication). 

Any person who successfully gains access to e-Connect 

using the personal means of authentication and the au-

thentication procedure set out in the “Help/Instructions” 

document (self-authentication) is deemed by the Bank to 

be authorized to access e-Connect, regardless of 

whether this person is in fact the Authorized User or has 

been authorized accordingly by the Contract Partner. 

The Bank is deemed to be instructed and authorized to 

carry out orders it receives via e-Connect and to follow 

the instructions and notifications as soon as the authenti-

cation check has been passed; they are deemed to have 

been issued by the Authorized User. The Bank is there-

fore deemed to have fulfilled its obligations if it complies 

with the orders, instructions, and notifications it receives 

within the normal course of business. 

3. Duty to exercise due care 

a) The Authorized User is obliged to exercise particular 

care in the safekeeping of the personal means of au-

thentication, and to store them separately from each 

other. These may not under any circumstances be 

passed on or made accessible to another person in 

any way. Passwords must be changed immediately 
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after they are received (10-14 characters in length, 

with upper and lower case letters as well as numbers 

and symbols) and kept secret. Passwords must not 

be written down or saved electronically. Passwords 

may not be easily determined (no telephone num-

bers, dates of birth, car registration numbers, easily 

ascertained sequences of numbers, etc.)  

b) E-mails purporting to come from the Bank and re-

questing the disclosure of the personal means of au-

thentication (e.g. by entering them on a website that 

is accessed by clicking a link) must not be responded 

to. The Bank must be informed immediately in such 

cases. If there are grounds to assume that another 

person has obtained knowledge of the password, the 

Authorized User must change it without delay. The 

Bank must be notified immediately in the event of you 

losing your mobile telephone, changing your tele-

phone number or terminating your subscription. The 

Bank recommends locking your mobile telephone to 

protect against unauthorized access. 

c) If a connection is established to e-Connect via the In-

ternet or other electronic networks, to combat errors 

and misuse the Authorized User is obliged to verify 

the correctness of the bank address entered and the 

authenticity of the corresponding bank server certifi-

cate, unless this has already been done automatically 

with the personal means of authentication used to 

login (for further details, please see the “Help/Instruc-

tions” document). In the event of any irregularities, 

login must not be carried out, the connection is to be 

terminated immediately, and the bank is to be con-

tacted. The personal means of authentication are to 

be disclosed to the Bank only. Login must always 

take place on the Bank’s website only, and never on 

the website of a third-party provider. 

d) It is possible that unauthorized third parties may seek 

to obtain access to the IT System of the Authorized 

User undetected (including by means of electronic 

maintenance tools, etc.). The Authorized User is 

therefore obliged to take the usual protection precau-

tions to minimize the existing security risks (e.g. the 

risks inherent in public electronic networks such as 

the Internet). In particular, operating systems and 

browsers are to be kept up-to-date, i.e. the Author-

ized User must install the security patches made 

available and recommended by the providers con-

cerned. The standard security precautions for public 

electronic networks are to be taken (e.g. by installing 

a firewall and using an anti-virus program that are 

kept up-to-date at all times). The Authorized User is 

responsible for obtaining exact information about the 

security precautions required and for implementing 

them. The Authorized User is also obliged to imple-

ment the necessary precautions to ensure the secu-

rity of any data stored on their IT System. 

e) To increase security, when issuing orders the Author-

ized User may be asked to confirm certain details of 

the transactions, such as the beneficiary or the entire 

transaction. In such cases, the Authorized User is 

obliged to check the correctness of the information 

presented for confirmation against their original 

(physical) order instructions, i.e. independently of the 

information shown in e-Connect, and if correct to con-

firm this using the personal means of authentication. 

Responsibility for the correct and diligent execution of 

the confirmation lies solely with the Authorized User. 

The Bank may at any time change the existing pro-

tection mechanisms or introduce new ones. 

f) The Contract Partner bears full responsibility for the 

Authorized Users they appoint complying with the pre-

sent requirements. 

 

4.  Payment transactions 

a) The Bank is instructed by the Contract Partner to ex-

ecute the orders received via e-Connect and to fol-

low the instructions and notifications provided the 

system-based authentication check as set out in 

point 2 has been passed. If orders are issued to the 

Bank via e-Connect, it is entitled to reject individual 

orders at its own discretion if there are insufficient 

free assets or collateral available to cover such or-

ders or if the available credit limit has been ex-

ceeded. 

b) If several payment orders have been placed, the to-

tal amount of which exceeds the free assets or credit 

granted, these will be executed on the execution 

date requested, and only to the extent that coverage 

is available.  

c) The Bank may in the client’s interests execute a 

payment order despite a lack of necessary funds. 

d) If there is no execution date specified, or if the exe-

cution date specified is impossible, too soon or illogi-

cal, the Bank is deemed to be authorized to execute 

the payment order once it has been registered at the 

Bank, provided the other condition set out under let. 

a) is met. If the execution date specified by the client 

or their authorized representative in the payment or-

der is a Saturday, Sunday or public holiday, the next 

working day thereafter will be deemed the execution 

date. 

e) The correct conduct of electronic payment transac-

tions via e-Connect is a matter for the client or their 

authorized representative. 

5. Risks 

The authentication arrangement (point 2) means that the 

Authorized User bears the risks arising from (i) the ma-

nipulation of the Authorized User’s IT System by unau-

thorized persons, (ii) the misuse of the personal means 

of authentication, (iii) the breach of the duties to exercise 
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due care, or (iv) unauthorized third parties obtaining ac-

cess to the data transmission. 

The Authorized User is aware of the risks relating to the 

exchange of information and data via public and private 

data transmission networks. It may not be possible to 

rule out the targeted manipulation of the Authorized 

User’s IT System by unauthorized parties. The danger of 

such manipulations falls within the client’s sphere of influ-

ence, and the client bears the corresponding risks. 

6. Blocking 

Any Authorized User may have access to e-Connect 

blocked at one of the offices specified by the Bank during 

business hours. Additionally, they may block their access 

(or their means of authentication) them-selves by enter-

ing their means of authentication for the service con-

cerned incorrectly enough times for access to be blocked 

by the system (e.g. by repeatedly entering an incorrect 

password or code). 

The Authorized User bears the risk of any use of their 

personal means of authentication before the blocking 

takes effect during the period necessary for this to be 

done in the normal course of business. 

7. Country-specific restrictions, foreign import 

and export restrictions 

The offering of financial services to Authorized Users 

abroad may be subject to local legal restrictions. If the 

Bank does not hold the necessary local licenses in a 

given country, the scope of the services for Authorized 

Users from that country will have to be restricted. These 

restrictions are subject to ongoing changes in legislation 

and the regulatory environment of the country con-

cerned. The Bank is entitled to amend or restrict the 

scope of the services available at any time and without 

prior notice. 

The personal means of authentication provided by the 

Bank may be subject to specific import/export restrictions 

as well as restrictions on use. Furthermore, the im-

port/export and use of the personal means of authentica-

tion by Authorized Users in a third country/countries may 

be subject to additional country-specific laws. Knowledge 

of and compliance with the above is the responsibility of 

the Authorized User. The Bank does not accept any lia-

bility in this respect. 

8. Transmission errors, technical faults, operating 

failures, and illegal interference 

The Bank accepts no liability for any loss or damage 

caused as a result of transmission errors, misrouting, 

technical faults, operating failures, and illegal interfer-

ence in respect of the IT System of the Authorized User 

or a third party (including publicly accessible systems 

and transmission networks), except in cases where the 

Bank has failed to comply with the requirements to exer-

cise the due care customary in the business. Provided it 

exercises the due care customary in the business, the 

Bank does not provide any guarantee of error-free unin-

terrupted access to its services at all times. It thus also 

accepts no liability whatsoever for loss or damage arising 

from faults, interruptions (including required system 

maintenance work) or overloading of the Bank’s ATMs or 

IT Systems. 

9. Provisions regarding powers of attorney 

For the purposes of this agreement, authorized repre-

sentatives are persons that have received a written 

power of attorney using a power of attorney document of 

the Bank. Access authorizations and personal means of 

authentication are not automatically invalid, e.g. in the 

case of death, incapacity, removal of signatory powers or 

deletion from a register. Irrespectively of this, the block-

ing of access authorization and the personal means of 

authentication must always be expressly ordered by the 

client / their legal successor / the Authorized User. 

10. Bank-client confidentiality / data protection, 

marketing 

Swiss law (e.g. on bank-client confidentiality, data pro-

tection) applies only to Swiss territory. Any data that is 

transmitted abroad is therefore no longer protected by 

Swiss law. The Contract Partner accepts that the data 

will be transmitted via an open, publicly accessible net-

work. The data may therefore be transmitted across bor-

ders without control, even if the sender and recipient are 

located in Switzerland. The Contract Partner also ac-

cepts that information from the Bank that the user has 

sent to them separately by e-mail, SMS, etc. (authentica-

tion procedure, alert functions) is as a rule sent unen-

crypted, hence bank-client confidentiality is not guaran-

teed. Even in the case of encrypted transmissions, the 

sender and recipient remain unencrypted, and it may 

therefore be possible for third parties to infer the exist-

ence of a banking relationship. 

11. Amendments to the provisions 

In justified cases, the Bank is entitled to amend at any 

time the present “Terms and Conditions and Security In-

structions”, the “Help/Instructions” document, any supple-

mentary agreements, and any special provisions relating 

to the individual services. The Bank is obliged to give 

prior notice of such amendments in writing, electronically 

on screen (cf. point 8), by circular or in another suitable 

manner. Barring any objections in writing within a month 
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of notification, but in any case with the next use of the 

personal means of authentication, the amendments are 

deemed to be approved. If they do not consent, clients 

are free to terminate the service concerned be-fore the 

amendments take effect, should the client be unable to 

reach any other agreement with the Bank before such 

date. 

12. Termination 

Individual e-Connect services or all e-Connect services 

taken as a whole may be terminated at any time by the 

Authorized User and also by the Bank. After the com-

plete termination of e-Connect, the personal means of 

authentication provided (e.g. con-tract number, pass-

word) are to be rendered unusable/illegible, and returned 

to the Bank unsolicited and without delay. 

Despite the termination, the Bank remains entitled to pro-

cess all transactions triggered before the return of the 

personal means of authentication, with such transactions 

being binding for the Contract Partner. The Bank is also 

entitled at any time to terminate individual services im-

mediately and without notifying the Authorized User if 

that service has not been used for more than two years. 

13. Services of the Bank 

The Bank will provide the electronic services within the 

means at its disposal and without guarantee. The Bank 

will offer technical support during business hours only. 

Access free from interruption and error cannot be guar-

anteed. It is also possible at any time for data transmis-

sion to be subject to time delays. The Bank is further en-

titled to interrupt the electronic services at any time for 

maintenance reasons. The Bank will exercise the care 

customary in the business in selecting its service provid-

ers. However, it bears no responsibility for the service 

providers it commissions providing it with correct data at 

all times (e.g. exchange and forex prices) or for the data 

it makes available being transmitted correctly and in a 

timely manner to the client’s IT access point. 

14. Liability of the Bank 

The Bank is not liable for loss or damage suffered by the 

client as a result of breaching its duties in connection 

with electronic services. Liability is excluded for indirect 

and consequential loss or damage such as loss of profit, 

third-party claims or loss/damage arising from the non-

performance of contractual obligations of the client. 


